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Trademarks
Galileo International may have patents or pending patent applications, trademarks, copyrights, or other intellectual property rights covering subject matter in this document. The furnishing of this document does not give you any license to these patents, trademarks, copyrights, or other intellectual property rights except as expressly provided in any written license agreement from Galileo.

All other companies and product names are trademarks or registered trademarks of their respective holders.

Notes About Examples

All screen examples and other inserts associated with system output are provided for illustration purposes only.  They are provided as illustrative examples of system functionality and are not meant to represent actual screen responses, rates, etc.
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Product Overview
Galileo Integrated Data Source (Galileo IDS or GIDS) is a Galileo International Proprietary data source that collects both pre and post ticketing data from the Apollo and Galileo host systems, enabling travel related businesses to meet the growing needs of their customers.  

With Galileo IDS (or “GIDS”), travel business managers have the ability to extensively analyze travel patterns, travel policy compliance, assist in vendor negotiations, business operations and budgeting.   Galileo IDS also supplies users factual management guidance by providing cost containment based on database management.  The power of Galileo IDS allows the ability to gain strategic, operational and tactical views of a business as well as help win and maintain corporate accounts by providing them with relevant travel reports.  Agencies, corporations and third party developers can create in-house ad hoc reports to help run their business. 

Benefits

· Provides the ability to streamline robotic activity.

· Eliminates excessive transactions. 

· Provides reliable data to monitor reservation compliance with travel policy just after booking, not after the trip.  

· A revenue-generating product for agencies as it increases their service product line allowing them to move to a travel management role with their existing corporate customers and thus strengthen the agency’s overall value.

· Allows customers to monitor sales of preferred vendors as well as create sales forecasts and market share reports.

· Corporations using Galileo IDS will have greater access to travel data to assist in vendor negotiations, travel policy compliance and travel budgeting.  

Background
The nature of travel related businesses have undergone a radical change.   The role of the travel agency has moved forward from merely being a reservations service to a business management consultant.  Corporations require their business management consultants to provide meaningful and accurate information in a timely manner.  
Purpose of Document

This document provides a high level product (functional/technical) overview of the Galileo IDS product and is designed for internal audience only.   

Functional Overview

Product Environment
There are 3 major components to the Galileo IDS product. 
1.  The Apollo / Galileo host

2.  The Galileo UNIX environment for storing ticket data and booking file change information. 

3.  The customer environment client adapter for receiving and processing the data.
Each Galileo IDS customer is set up with a unique Queue ID. This Queue ID is made up of a customer’s Pseudo City together with some other unique characters. 

Each Queue ID can hold up to a maximum of 50,000 messages (as stated below in the policy)

When ordering Galileo IDS customers must consider how often queues will be drained of data and the number of Pseudo Cities which are logging data to that queue.  

Once Galileo activates GIDS, the data feed begins immediately. 
Customers should be aware that there is no retroactive data download and/or database update.   Existing PNRs will not be downloaded until a change is made to the PNR itself.  
Enhanced Monitoring - Automated Notification Process 

Using an automated email notification process customers are pro-actively advised of the action required, should issues with their connectivity occur or if queue thresholds are reached.

Queue Thresholds Policy & Guidelines 
Customer queue threshold limits as detailed below: 

· Automated email notifications will be sent to the nominated agency support contact when a customer’s queue reaches a threshold of 25,000 backed up messages. 

· The email will be sent once an hour until the threshold is under 25,000 messages.  

· To maintain product stability, GIDS will discard new data if customer’s queue reaches a threshold of 50,000 backed up messages

· Once discarded the data will not be available.

Data Logging

The following actions cause a GIDS message to be generated to a customer’s unique data queue at “end transact”:

· A booking is created

· An existing booking is modified by adding/deleting an itinerary item

· A fare quote is added or deleted

· A ticket is issued, voided or un-voided (Galileo host system only).
The following ticketing entries will not generate a GIDS message:
Apollo Host System

	Entries
	Action Code

	Pocket Itinerary
	HBDPD

	Delivery Document
	HBDDD

	MIR
	HBDAD

	Itinerary
	HBDID

	Service Fee
	HHSF

	MCOs
	HHMCO


Galileo Host System

	Entries
	Action Code

	MIR
	TKPDAD

	Itinerary
	TKPDID

	MCOs
	TKPMCO


Data may be downloaded to the same secure customer data queue from various locations (Pseudo Cities).  The Pseudo City must be activated for each location. 

· Data is collected in a structured format from the host at end transact.  
· General PNR data such as itinerary segments, passenger name, ticketing remarks, etc. are gathered together. The data is then passed to the GIDS application. 
· The data is sent to an XML translator, which converts the data to XML format. 
· The data is then passed to the agency configuration file that determines the appropriate customer queue the data should be sent to.  
· Data is sent to the “owning” pseudo city’s customer queue.  
Note: In most cases, the owner of a booking is the pseudo city in which an Apollo or Galileo subscriber is either initialised as or emulated to.  Even if a branch or service bureau location is set-up for GIDS, if either of these type locations modifies a booking, the data will still be sent to the owning pseudo city.  If “Change of Ownership” is invoked on a PNR, subsequent data will be sent to the new PNR owner’s customer queue.  If the new PNR owner is not turned onto GIDS, no data will be sent (to previous or new owner).     

Data Fields

Below are details of the data field categories fields passed within GIDS. Field specifications for Galileo IDS data fields are contained within the Galileo IDS Data Definitions document.  
· General Passenger Info

· Frequent Flyer Info

· Corporate ID

· Phone Information

· Email Information

· Ticket Remarks

· Air Fare Quote

· Air Surcharges

· Air Tax

· Air Tax Breakdowns

· Fare Components

· Plus Up Charges

· Ticket Information

· Form of Payment

· Frequent Flyer Information

· Corporate ID field

· Exchange Information

· Flight Itinerary

· Open Air Segments

· Car Segments

· Car Segment Optional Info

· Hotel Segments

· Hotel Segment Optional Info

· Train Segments

· Non Air Segments

· Flying Taxi Segments

· Seat Segments

· Seat Assignments

Error Logging

The Galileo IDS client adapter application will retry a message 3 times before logging the message as an error and trying a new message when a non-critical error is encountered.  Non-critical errors are usually associated with a condition that might resolve itself if given a short amount of time.  
For example, if the database should become temporarily unavailable because of a lock or pause condition, the application would be unable to commit a transaction to the database.  Since these conditions are usually temporary, by waiting for a few seconds and retrying the message, the application may be able to commit the message and continue.

Critical errors will not retry 3 times.  As soon as a critical error message is detected, the message is immediately moved to the agency error queue.  This will usually occur when the application detects that the message is corrupt.

The GIDS application will automatically shut down after 3 consecutive errors. 

In addition to the error queue, there are also additional logging capabilities within the client application.  From the GIDS client configuration panel, you can select the options of “HOST XML MESSAGE LOGGING” and “JDBC MESSAGE LOGGING”.
Host XML Logging

The client adapter can be configured to exclusively log XML data and bypass the agency data database for receiving data.

 When host XML message logging is selected, all XML files are saved into the logs directory of the GIDS application.  These can be accessed by finding the directory where GIDS was installed (default: /Program Files/Galileo International/GIDS).  The file names for these logs are directly associated with the transaction id for the message.  
For example, if the last transaction was assigned a transaction ID of 1, the XML file will be saved as “Msg1.XML”.  An easy way to determine the transaction ID of a message is to review the application output window.  As each message is processed, the transaction ID of the message will be displayed as “ID = ##”.  This file type can be viewed by opening file within Internet Explorer.  
Notes: 

· It is important that the customer does not turn on this logging option unless they are experiencing problems.  There is no cleanup of these logs, and the PC can eventually run out of disk space.  The customer can also manually delete the log files from this directory at any time.

· In addition to the XML logging, the application will always keep a copy of the last message sent to the adapter, and the last bad message sent to the adapter.  These files are contained in the XML directory with the application.  The files are respectively named “LastMsg.XML” and “LastBadMsg.XML”.
JDBC Logging

The JDBC message logging creates a file in the log whenever a database updated fails.  The name of this file is JDBC.txt.  This file will contain a running log of all database commands that fail.

One additional log file that is always created captures the output the application sends to the console.  This file is called “Wrapper.log” and can be opened from within notepad or any other text editing program.  This file is very important when running the application as a service.  When you run as a service, no console window is displayed on the PC.  This log will contain all output from the application that would normally be displayed to the console window.  When the size of this file reaches 1 MB, it will automatically roll into a new file.  This file will be called “Wrapper1.log”.  This roll will allow up to three files to be created to capture console output.  After the third file reaches the maximum size of 1 MB, the output will then roll back into “Wrapper.log” and restart the file naming sequence.

The location of the error logs (assuming they installed the application to the default directory) are:

\Program Files\Galileo International\GIDS\logs\
Positive Acknowledgement
Galileo IDS will assure delivery of data within the defined threshold limit   This means delivery to the agency database, or to en exclusive XML file, is retried until a positive acknowledgement has been returned from the client indicating the data has been saved successfully.

Note: GIDS will discard new data if customer’s queue reaches a threshold of 50,000 backed up messages
Additional Recipient Locations

Data may be sent to multiple customer queues.  For example, some large travel agencies may have different locations in which data is needed in order to produce comprehensive management reports.  One location may be responsible for monitoring booking quotas, while another location may be responsible for ensuring that company travel policy is adhered to.  With Galileo IDS, both of these locations can have the same data they both need to do their jobs.   

Additional recipient locations are assigned in the agency configuration file as “associated” locations.  Only authorized GI personnel can view and/or modify the agency configuration file.  Each associated location must also have a unique Queue ID set-up in order to receive data.  

“Associated locations” do not need to load the GIDS application.   However, they do need a working database and valid Queue ID.    

Galileo IDS as a ‘Service’

Galileo IDS Client Adapter  can be initiated as needed or it can be installed as a service where each time a computer designated for GIDS is started, the application will automatically launch.  This is an especially convenient feature for users with computers dedicated to the GIDS application.  The “service” option also gives users the ability to integrate other programs/applications with GIDS to create start/stop jobs.  The service option is established during the GIDS installation.  

Accessing Galileo IDS

AAT/AAR Settings

The GIDS field in the AAT/AAR controls access to the product.  
GIDS Username and Password

Each customer is required to have a GIDS user name and password for the VPN connection. 
Please refer to the local provisioning and support guides for full details of the order and support processes applicable for your region
GIDS Queue ID
Before a customer’s data can be logged, a unique customer data Queue must be assigned.  This Queue is assigned in a customer configuration file.  
The customer data Queue consists of the agency pseudo city code (where the data is gathered from), the CRS code (i.e. 1G for Galileo or 1V for Apollo) and a system generated four digit (numeric) ending.  
Since PCCs may be three or four characters, an underscore (_) will be added to three character PCCs.  The program is case sensitive and all characters should be in UPPERCASE.

	GIDS Queue ID Examples:
4 character PCC 
79YW1G3848

3 character PCC 
EK4_1G4982


An Error Queue must also be configured and assigned.  A customer Error Queue consists of the PCC, the CRS code and the word ERROR (in UPPER CASE).

	GIDS Error Queue ID Examples:
4 character PCC 
79YW1GERROR

3 character PCC 
EK4_1GERROR


GIDS Administration Website

Queue assignment is handled via the GIDS Administration website - this site is for internal head office use only.  In addition to queue assignment the website allows internal support staff to monitor agency connectivity and throughput. 
Note: The GIDS administration website is used to configure pseudo city routing information for GIDS, Viewtrip and eTracker 

Determining Number of Queues

Please note that GIDS queues are not infinitely sized.  This means that if the travel agent does not run the adapter software to drain the data, action will be taken by the API Support to avoid wider impact.  Attempts will be made to contact the agent, but if the data is still not drained, action will be taken to protect Galileo’s systems.   

Queue Thresholds Policy & Guidelines:

· Automated email notifications will be sent to the nominated agency support contact when a customer’s queue reaches a threshold of 25,000 backed up messages.  The email will be sent once an hour until the threshold is under 25,000 messages.  

· To maintain product stability, GIDS will discard new data if customer’s queue reaches a threshold of 50,000 backed up messages.  Once discarded the data will not be available.

To avoid these circumstances, it is highly recommended that not too many PCCs be assigned to a Queue ID.    The following information should be considered carefully:

	Single Branch Agent
	= 1 Queue ID

	Multi Branch Agent (less than 10 PCCs)
	= 1 Queue ID

	Multi Branch Agent (10-20 PCCs)
	= 1 Queue ID unless each PCC is likely to be producing over 1,000 segments per day.

	Multi Branch Agent (20+ PCCs)
	= at least 1 Queue ID per 20 PCCs

	The above information is offered as a guideline and it should be noted that the true measure is the number of transactions that the customer will create.  Transactions are defined not only as segments and tickets but also changes to PNRs as GIDS transmits this as queue items too.  It is possible that some exceptionally high transaction producers will need a limit of 1 Queue ID per 1 PCC.


Technical Details

Hardware Prerequisites

The recommended/minimum hardware requirements to run GIDS are as follows;

Recommended = Pentium IV (or superior) with 512MB RAM, 1GB of hard disk space and CD-ROM

Minimum = Pentium 200 with 256 MB RAM, 500MB of hard disk space and CD-ROM

Software Prerequisites

Each user is required to purchase and install the following soft ware in support of their use of Galileo IDS.

One of the following operating systems:

Windows NT 4.0 

Windows 2000

Windows XP 

Recommended database: 

Microsoft Sequel Server 2000 
Microsoft Sequel Server 5000
Sybase Sequel Anywhere 8.0.1 

For customers who wish to produce ready made reports for management teams it is recommended that an application such as ‘Crystal Reports’ is used with the database.  

Galileo IDS Installation
Galileo IDS installation tools include the following: 

· Nortel Access Client v4.65 

· Galileo IDS application (includes Java v1.4.1)

· Data base scripts for both Sybase Anywhere and Microsoft Sequel Server Anywhere
Connectivity

Internet connectivity is the standard method customers should use to access GIDS and requires a working Internet connection that is fully IPSec compliant. The following data definitions are provided by Galileo as part of the installation for an Internet connection.

· A User Name and Password for the Nortel Connectivity Client

· The VPN Domain name (IP Address) for the Nortel Connectivity Client

· The GIDS group name and group password for the Nortel Connectivity Client

· A Queue ID for the GIDS application

Minimum recommended connectivity is a 56K line for a customer requiring data download with one queue, please be aware that even low volume users may experience difficulties as a low band width could result in backed up queues leading to a potential loss of data.

It is strongly recommended that Galileo IDS is used with a faster connection such as DSL or Broadband. 
With any of these connections, a customer will need to be allowed to send IPsec traffic.  
Note: If a customer has a firewall on their network, this traffic type can possibly be blocked. 
Firewall Settings

If a customer is utilising GIDS by a direct connection (i.e. leased line rather than a VPN connection), the following firewall settings must be adhered to;

· If this the first customer using this type of connection in a market, the market must ensure that Galileo International have opened port 1415 on any IBM controlled firewalls

· If the market runs its own network they must also ensure that they open port 1415 on their firewall

· In all direct connection customers must open port 1415 on their own firewalls

Processing Workflow
Once GIDS is activated, all initial reservations and subsequent updates to fare, ticketing and itinerary are included in the data source. 
· Data is collected in a structured format from the host at end transact. 
· General PNR data such as itinerary segments, passenger name, ticketing remarks, etc. are gathered together. 
· The data is then passed to the GIDS application which resides on a server.

· The data is sent to an XML translator, which converts the data to XML format.  
· The data is then passed to the agency configuration file that determines the appropriate customer data queue.  
Notes:

· Data is sent to the “owning” pseudo city’s secure unique data queue. 
· Each GIDS customer is assigned a data queue 
· The Client Adapter should be running continuously

· Agency host system (Galileo and/or Apollo) interaction of booking and ticketing activities is assumed.  

· Each GIDS user will require one (1) User name, one (1) password for Apollo/Galileo access and at least one (1) queue.
· Data for each pseudo city can map into a single data queue or multiple “associated” queues.  

Example Workflow Diagram
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Pricing

The Recommended Pricing Model (RRP) is listed below. This model is applicable for SMO Markets Only. 
	Range
	Number of PCCs
	List Price 

(per month)
	Lowest Negotiated Price 

(per month)

	1
	1
	$125
	$125

	2
	2-20
	$70
	$56

	3
	21-100
	$25
	$20

	4
	101-99,999
	$25
	$10


Important Notes for SMOs:

· The ‘List Price’ for the initial/first PCC ($125) is non-negotiable

· Subsequent PCCs can be negotiated downwards to no lower than the value listed under ‘Negotiated Price’.

· If an SMO should need to negotiate lower than this value, they would need to apply to for approval

· All negotiated prices must be recorded and maintained by each SMO and correctly billed to the customer (a hand-off file is provided by the Billing team on a monthly basis)
· It is anticipated that 3rd Party Developers will only require GIDS to be activated on one PCC, therefore the cost is non-negotiable.

Examples of standard costing:

	No of PCCs
	Charges per month using List Price
	Charges per month using Negotiated Price

	5
	(1x125)+(4x70)=$405
	(1x125)+(4x56)=$349

	20
	(1x125)+(19x70)=$1455
	(1x125)+(19x56)=$1189

	150
	(1x125)+(19x70)+(130x25)=$4705
	(1x125)+(19x56)+(80x20)+(50x10)=$3289


Important notes for NDCs:

· The RRP “Tiered” model is not applicable for NDC markets.

· The ‘List Price’ is ($125) per PCC (monthly)  
Provisioning and Support
Please refer to the local provisioning and support guides for full details of the order and support processes applicable for your region.

License Agreements

Once the above information has been collated, the Licensing conditions must be considered.  GIDS licensing requirements are dependant on the type of organization applying for the product:

Travel Agents / Subscribers

If the company that is ordering GIDS is a travel agency customer already holding a Galileo subscriber agreement, and there is no 3rd party developer involvement, then there is no need for a separate special agreement to be signed.  This type of order should be treated as a normal additional product and contracted through an amendment to each market’s subscriber agreement

Third Party Developers

If a Third party developer will be using GIDS they are required to sign a ‘Non-Disclosure Agreement’.  It is the responsibility of the Galileo customer and the Galileo Manager to ensure that pricing is addressed and if appropriate, waived from the Contract.  See Product Manager for more details.

Customer Training
A dedicated trainer or training course is not required.  The following documents are available to assist the customer:
· GIDS Data Definitions

· GIDS Installation Guide

· GIDS Nortel Installation Guide

FAQ
How is GIDS different from Galileo Web Services (GWS)?

GIDS provides a set data stream whereas GWS allows customers to access any of the PNR data fields.  The advantage of using GIDS is that the data is a “push” rather than a “pull”, so the customer is not required to access the host to obtain the data and potentially incur excessive transaction charges.  Another advantage of using GIDS is that the data structure has already been established.  Customers do not need to create the data calls necessary to capture this information from the host.
How is GIDS different from the MIR?

Generally, the GIDS product was developed to provide a pre-ticketing data stream to a customer.  This was originally envisioned to allow them to do compliance data reporting on the data we provided.  Therefore, a corporate location could receive this information in real time before the ticket was issued, and determine if the travel was within compliance of that organization.  For example, an employee might be required to use coach class tickets between London and Paris, but is allowed business class between London and Delhi.  A set of rules could be run against the GIDS data and immediately red flag an itinerary outside of these parameters prior to the ticket being issued.

Much of the data Galileo provides is also available in the MIR.  The biggest difference is that GIDS data contains pre-ticket information and the data is provided in a much more user friendly format.  Since we are populating the data in a relational database, there are many off the shelf products an agency can purchase to work with or report the data.  Also, many big agencies have internal IT groups that can write their own applications to work with this data.

In addition the message infrastructure is completely different from messages received from the host today.  An agency must use linkage to send data to a MIR device.  There is also no pre-ticketing information sent unless the agent manually requests a MIR.  Also, if an agency outside of the owning agency issues the ticket, they would have to be linked to the owning agencies MIR device in order for them to receive any data.

With GIDS, all information is placed into a persistent queue on UNIX where it waits for the agency or 3rd party to retrieve it.  A site receiving the data does not need a connection to the Apollo or Galileo host to retrieve the data.  With an internet connection, and VPN (Galileo provides the software for this), they can connect to this box through the internet and drain the data.  Galileo also has the ability to send this data to multiple queues.  This could possibly be used for large travel agency customers that want to send the data to both a corporate site and the local agency that owns the PNR/BF.  

Will data on Bookings made prior to the activation of GIDS be made available once GIDS is activated?
Data on bookings made prior to the activation of GIDS will be downloadable if a change is made to the Booking once GIDS is activated. If no change is made then details of the Booking would not be available on core.

The GIDS queue allows a maximum of 50,000 messages. Is it possible to increase this limit if I need to?

No, it is not possible to request that the limit is increased.  Should a customer have a requirement to handle large volumes of data throughput they are able to request splitting their agencies among multiple queues using multiple adapters 
What happens if a queue becomes full?
The automated notification process is designed to eliminate this issue.  An automated email notification is will be sent to the nominated agency support contact when a customer’s queue reaches a threshold of 25,000 backed up messages. The email will be sent once an hour until the threshold is under 25,000 messages.  
Should a queue reach the threshold limit of 50,000 backed up messages the GIDS application will discard new data .Once discarded the data will not be available.

The VPN client software timed out and we had to re-start it. Is there something we can do to stop it from timing-out?
When a customer brings up the Nortel client, they can choose 'Options' from the toolbar. Within this menu, there is an option called 'Disable Keepalives'.  This option should not have a check mark next to it.  The client should not disconnect on its own.

Where can I find specific data fields in my database?
All data fields included in GIDS are documented in the Galileo IDS Data Definitions document. 
The configuration is all set up but no data is flowing to my queue?
Contact your Galileo account manager to make sure that the GIDS field in your AAT has been set to ‘yes’. 
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